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What is IntoSAINT?

Intosai Self Assessment INTegrity
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Into SAINT project

Objectives
e Strengthen role of SAIs
e Exchange of experiences

Expected impact
e Shared insight
e Possible solutions
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Two day workshop

@,

With cross section of employees
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Aim of the workshop

o Vulnerability of processes

e Maturity level of ‘integrity control system’

e Recommendations for follow up action
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Utilises knowledge
and experience of
employees

Promotes integrity
awareness
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% Quick results Ji

Practical and applicable recommendations
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Ownership

Integrity

i
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INTOSAINT methodology

Object definition
- organisation

- processes

!

‘ Assessment ‘

vulnerabilities

!

Assessment ‘

Maturity level
Integrity Control System

|

—>| Gap analysis |

|

Recommendations
- Reducing vulnerability
- Strengthening controls
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Assessment of vulnerabilities

Object definition
- organisation
- processes

e What are the inherent
vulnerabilities?

e What are vulnerability enhancing l’
factors?

e What is the vulnerability profile?

Assessment
Maturity level

Integrity Control Syste

l

—— Gap analysis

:

Recommendations

- Reducing vulnerability
- Strengthening control
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Vulnerability enhancing factors

Complexity
Change / dynamics
Management

Personnel

Problem history
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Vulnerability profile

Vulnerability

Enhancing | LOW Medium High
factors
Inherent
vulnerability
Low low low Medium
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Assessment maturity level
Integrity Control System

Object definition
- organisation
What is the maturity level of e
the integrity control system? v
e Existence of controls vﬁf::s:bmf:;
e Operation of controls l

e [Effectiveness of controls

— Gap analysis

l

Recommendations

- Reducing vulnerability
- Strengthening control




° . , e Algemene Rekenkamer

Preventive measures

e What could have been done to prevent this incident?
e What measures did the organisation take?

e What else could they do?

e \What could others do?
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Gap analysis

Object definition
e What is the vulnerability O
profile? l
. Assessment
e What are the most important vulnerabilities
vulnerable processes? l
Assessment
e Does the integrity control Integrity Contral Syster

system protect the
organisation?

Recommendations

e What are the remaining
vulnerabilities?

- Reducing vulnerability
- Strengthening control
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Recommendations

Reducing vulnerability
1.
2.
3.

Improving Integrity control system
1.
2.
3.
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IntoSAINT webpage
http://www.courtofaudit.nl/IntoSAINT
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Home Latest News | Publications

Themes Organisation Internati

Home » Publications > Topics > IntaSAINT

INGSAINT IntoSAINT

» The concept of integrity A Tool to Assess the Integrity of Supreme Audit Tnstitutions
» Basic princples o IntoSAINT Published on: 26 April 2012

» Roll-out of IntoSAINT SAINT (Self- atool which

sector ta assess their to
integrity violations. SAINT also viclds recommendations on how to
improve integrity management. SAINT is a self-diagnosis tool

» Outline of the IntoSAINT-
e

> IntoSAINT Post for a group of from e
the assessed entity.

» More information = :““"m

» IROBAINT Sxpericnce INRGSAINT i 3 pamicular version of SAINT, cusemiced to mest the spechic ch
needs of Supreme Audt [nsttutions (SAls). IMOSAINT is availoble for

» Login INGSAINT moderstor members of the 3 itic supreme ingtituti

mebete (INTosan).

Two-day workshop

The saif-azsassment takes place in an structured two-day workehop,
moderated by 8 trained faciitator. The instrument is targeted 2t coruption
ention. 0 support the

intageity of the organisation,

Ttis  "qualitative toal’that enables the user t design 8 tailor made integrity
policy and at the same time increase the integrity awareness of employees.

About the tool

‘SAINT is developed by the Netherlands Court of Audit in cooperation with the
Ministry of the Interior and the Buresu Integrity of the city of Amsterdam.

IntoSAINT has been piloted in § different countries: South Afica, Finkand,
Ghana, Indanesia, The Netherlands and Yemen, The workshop methodclogy is
now awailable to all INTOSAT members, provided they paricipate in the
resource pool of facikators, co-cperate to improve this instrument and
exchange experiences systematically on an voluntary bagis. The Netherlands
‘Court of Audt developed the methodology 30d s proud to share the matersl
‘with the INTOSAL community on the condiien of quotation of sources.
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